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INTRODUCTION

The Context

Of the many realities shaping the future of cyberspace and world politics, two distinctive and potentially powerful trends are among the most salient. One is the unrelenting growth and diversity of threats to cyber security. The other is the diversity of views and visions for governance of cyberspace. Each trend carries its own dynamics, supported by a wide range of actors and interests. Jointly they are central to the cyber arena and to world politics more broadly defined. The Workshop addresses these issues from different perspectives in order to highlight potential “gaps” in cyber governance and the management of security, and identify effective solutions.

The Workshop

We seek to stimulate a constructive discussion about the objectives and requirements for cyber governance by asking, “What sort of governance mechanisms and institutions can lead to effective oversight and management of threats to cyber security? What sort of decision-making, leadership, mandate and authority will be effective?” By the same token, we also ask: “What threats to cyber security can undermine the evolution of governance for cyberspace? Which classes of actors need to be involved in mitigating this process?” These issues are complex and contentious – but they also help highlight emergent forms of cooperation.

The Posters

The Poster Session includes contributions by researchers of the Joint MIT-Harvard ECIR Project as well as invited contributions by participants in this Workshop. Posters cover a wide range of topics related to the agenda, including technology developments, innovations, modeling initiatives, cyber conflicts, modes of collaboration and coordination, institutions of cyber governance, cyber operations of global entities, emergent norms, legal issues, cyber security, new ideas for regulation and management of cyberspace, among others.
Welcome to the Fourth Workshop of the Joint MIT-Harvard Project on Explorations in Cyber International Relations (ECIR). The ECIR Project is supported by a grant from the Minerva Program.

The first ECIR workshop was on substantive and organizational challenges. The second was on People, Power, and Cyber Politics. The third focused on the question of Who Controls Cyberspace?

The Council on Foreign Relations has been a co-sponsor early on. We are very pleased that the Business Executives for National Security (BENS) is joining us this time.

Much has happened -- in practice and in theory -- since the inception of ECIR. For a long time, the cyber domain and cyberspace and international relations were viewed as two distinct “parallel” areas—each with its distinctive properties. We now appreciate the interconnections, the mutual dependencies, and the limits in the portability of rules and regulations from one domain to the other. So where are we heading?

**Fourth Workshop**

This workshop is about the two powerful trends shaping the future of cyberspace and of international relations:

(a) Unrelenting growth and diversity of threats to cyber security more generally,
(b) Diversity of views and visions for governance of cyberspace.

We would like to ask:

What sort of governance mechanisms and institutions can lead to effective oversight and management of threats to cyber security? And, what sort of decision-making, leadership, mandate and authority will be effective?"

By the same token, we also ask:

What threats to cyber security can undermine the evolution of governance for cyberspace? And, which classes of actors need to be involved in mitigating this process?"

The comments that follow are contextual – based on the proposition that we are now at a point where we must recognize and manage the co-evolution of cyberspace and of international relations.

Co-Evolution

In this context, co-evolution refers to the interconnected developments of the cyber domain on the one hand, and of international politics, on the other. This co-evolution consists of, and forces us to deal with, cumulative effects over time created by new asymmetries, new actors, new conflicts. It is set by the old legacies and the new realities—as signaled in the slides.

At its origin, the Internet was in the realm of low politics, and the same with the expansion of the cyber domain. Constructed by computer scientists and varieties of technicians it was managed largely by the private sector. We have seen major changes in the configuration of the cyber domain over time, with changes in the distribution of internet users and internet usage by languages, for example, which have increased diversity in the cyber-ecosystem. This diversity highlights the variety of stakes and stakeholders.

In recent years, cyberspace evolved into the realm of high politics, characterized by having to do with power and influence, security and strategy, conflict and violence, leverage, pressure and so on. We have also recognized a set of "hidden feature" of the Internet. For example, at the physical layer are the undersea cables, with their vulnerability to environmental as well as human interventions or threats. At the logical and application layers there is the development of the anonymity networks.

Salient Cyber Features

Among the notable of the current cyber system are the following:

- New types of asymmetries -- notably the extent to which weaker actors can influence or even threaten stronger actors (such as press reports of anonymous penetration-incidences of the US government computer systems) -- has little precedence in world politics.
The creation of new actors—some with formal identities and others without—and their cyber empowerment, is altering the traditional international decision landscape in potentially significant ways.

The growing contestation of influence and control over cyber venues between the new institutions established to manage cyberspace (ICANN, IETF and others) and the traditional international institutions.

Various types of cyber conflicts (between and within states, of known as well as unknown identity and provenance) and security threats are becoming apparent, with the potentials for new modes and manifestations thereof.

Cyber collaboration in the effort to reduce uncertainty and introduce some measure of order in an “environment” that is increasingly perceived as “anarchic”.

There is a new cyber-based mobilization of civil society (the aggregations of individuals in their private capacity as well as organized elements of the private sector) and its potential empowerment across jurisdictions and in all parts of the world.

The intersection in spheres of influence – with the private sector managing order in cyberspace and sovereign authority managing order in the traditional domain worldwide – provided much of the rationale for organization of the first World Summit on the Information Society.

Given the co-evolution of cyberspace and international relations, do any of these features create a dilemma? As we move on, all of this leads us to consider the context for decision.

Decision and Dilemma

The context of decision includes the actors that are central to operation of the Internet and the overall cyber domain, the actors central to the state system, the private sector actors at the intersection of the cyber and state arenas and so forth. The net result is a high degree of density in the decision-making arena, at a level never seen before.

The number of actors increases the density of decision-entities -- each with new interests and new capabilities to pursue their interests -- and thus increased potentials for intersections in spheres of influence, with possibilities for new and different types of contention and possible conflict. In other words, the loads, threats, and pressures on the system are greater than the governance mechanisms can manage. This creates something of a dilemma.

If there is a dilemma it is that the threats to security are growing much faster than are the governance mechanisms. The governance mechanisms lack speed in comparison with rate
of changes in the cyber. Governance at this point concentrates more on process and routinization of interaction than on the security challenges.

Complexity of Security

If we put this dilemma in a broader context, we derive a three-dimensional security space (as shown in the accompanying attached slides):

- State based geospacial security of society
- Environmental security of life supporting properties, and
- Security and viability of cyberspace (with the Internet at its core).

The co-evolution of cyberspace and international relations is as much about the shaping of a dilemma as it is about managing fundamental realities of the cyber politics and the cyber era to date.
SLIDES
Cyberspace & International Relations
A Co-Evolution Dilemma?
Nazli Choucri
Professor of Political Science, MIT;
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Introduction:
Cyberspace & International Relations:
A Co-Evolution Dilemma?
Nazli Choucri, MIT
EOR Principal Investigator

Realities of the 21st Century

• Unexpected vulnerabilities & threats to security
• Changes in traditional power calculus
• Dominance of new private cyber actors
• Increased complexity of cyberspace
• Contentions over US-created cyber institutions
• Growth of cyber-conflicts & need for cyber-cooperation

RESULT
• Coupling of traditional and cyber domains
• Demand for governance & new policy response
  All of this is due to cyberspace

New Asymmetries – Emergent Claims

INTERNET USAGE BY LANGUAGE 2007 & GROWTH, 2000-2007

Denial of Service

3/6/2014
Co-Evolution: Density & Diversity for Decision

Cyberspace
- State Agencies
- Internet-Institutions
- Technical Operators
- Internet Service Providers
- International Institutions
- Informal Institutions
- Non-State Entities
- Exchange Point Managers
- Users
- Many others

International Relations


Conclusion
What does all this amount to?

- Increased coupling of "real" and cyber domains
- New vulnerabilities & challenges to national security
- Powerful asymmetries in traditional & cyber domains
- Wide range of new cyber-centered actors
- Growth in scale & scope of cyber-conflicts
- Contending models of cyber governance
- Growth in "hybrid" policies & responses
- Jointly these create new imperatives for governance

Notes:
- Joint Gains
- Domain: Cyber Security
- Threats to Security Trajectory & Intensity
- Geospatial Arena: The State = Traditional Domain
- Environment: Nature's Life Supports
- High
- Low
- New Arena: Cyber Security
- Reversing Arrows

3/6/2014
Introduction

Both cyber governance and cyber security can be quite ambiguous, as are many terms used in this subject (ex: cyberwar). Security is the absence or reduction of threat to key values; absolute security is impossible. The matter is really about managing trade-offs. Many lament that the makers of the Internet did not focus more on security when building it. However, even if they had we would still have a cybersecurity problem. Even the nicest technological fix will not fix our problems with cybersecurity: In other words, it is a challenge of creating a “narrower gap between the cat and the mouse.”

Security

People value things other than security, such as privacy, freedom, etc. The analogy is to public health vs. quarantine. Post-9/11 period the pendulum between security and privacy; is it beginning to swing back towards privacy?

We mostly think about national security, but, there are many dimensions of security: personal, business, etc. It helps to be precise in discussion and to specify. Security against what or for what purposes? The Internet was not done with attention to embedded security. Even if it had, we would still have cyber security issues. No matter have good security is, it can always be breached.
Governance

There is governance in cyberspace (even given IDTF, ICANN, etc.) but no overarching guiding regime that sets hierarchical framework. Cyberspace is not alone in that respect. The same can be said about environment. Regime theory is complex: and it can be applied to cyber security.

What can we, interested in cyber governance, learn from governance of other fields around the world?

Time Frame

We can learn that organizing governance to provide security is a difficult and long process. We now know that it takes about two decades before international cooperation can develop in response to a disruptive technology (atomic energy used as an example). We are about at the 20-year mark right now with cyberspace. We have not gotten very far with cyber security because of the ambiguities discussed earlier.
FRAMING SESSION

Perspectives on Governance and Security

Moderator

Venkatesh Narayanamurti, Professor of Physics, Benjamin Peirce Professor of Technology and Public Policy, Harvard University; Principal Investigator, ECIR, Harvard

Presentation

Cyber Governance – Challenges & Performance

Fadi Chehadé, President and Chief Executive Officer, Internet Corporation for Assigned Names and Numbers (ICANN)

Panel

Melissa Hathaway, President, Hathaway Global Strategies LLC; Senior Advisor, Belfer Center, Harvard Kennedy School

Lynn St. Amour, President and Chief Executive Officer of the Internet Society (ISOC)

This is an important time for ICANN. It marks its 20th year. We are in the midst of a particular period in Internet governance. “Cyberspace is pretty much dead” (as a distinct “space”). There is no aspect of our life that does not include the Internet; it has become
incredibly important to how the world works today. Heads of state do not have the depth of understanding to make informed decisions about governance. We are now asking the tough questions:

**Who Runs the Internet?**

There are two important aspects of this question.

**First:** The existing organizations created by the U.S. years ago (ICANN, IETF, ITU) are seen in the world as U.S.-centric institutions. It is very hard to infiltrate/discover these institutions. ICANN is now more open and global.

ICANN operations are split into 3: headquarters in Los Angeles, Singapore and Istanbul. It is a model similar to an embassy model. ICANN is starting to open centers of excellence around the world and expanding to touch the world. It also runs IANA: The pattern is to get permission from the U.S. Dept. of Commerce to do things with it and this is a sore point because people think that the U.S. has too much power/control. In this way, the role of the U.S. is not sustainable. ICANN is engaging; this is essential to making it a global organization/institution.

**Second:** The existing groups [ICANN, IETF, ITU] do not address open societal/cultural questions and issues, for example, privacy, cyberbullying and so on. These are broad and deep issues.

**ICANN Approach**

How do we address the above issues? What is the institutional construct to put this regime together? What is ICANN doing about this? Three key activities are necessary for ICANN to evolve:

**One:** There are three middle countries: the most middle country is Brazil. ICANN was able to shift president’s position to multi-stakeholder solution; will be calling the world to participate in a multi-stakeholder conference regarding Internet governance. This has the support of Rousseff (Brazil), Hollande (France) and Merkel (Germany) in co-sponsoring a major conference.

**Two:** ICANN assembled a commission to produce a report that will feed the Brazil conference. We must put all of the scholarly research together.

**Three:** ICANN launched a new dialogue area/movement called INet. It focuses on businesses, governments, etc. providing input into the evolution of the governance process.

Why are these steps taken?

**The Logic**

ICANN needs to offer the world the vision for how we are going to do this (govern the internet) together. The world is looking for this. This logic will not erase the nation-state mode, but we must find a way for all stakeholders to have a say in Internet governance.
There is a need for a level of thoughtful leadership in governments with regard to the issues. The U.S. government should better coordinate its opinions/stance on these issues.

Panel Perspectives

**Internet Society – St. Amour**

ISOC supports a decentralized system. There are growing new institutions/practices, and a continued integration of physical and cyber. We must stop and think about having one institution control a very important element of our lives. We cannot believe that one institution will solve all of our problems. It would be best to pull security matters apart. We expect that new solution paths will come up, but we must make sure we understand nuances. ISOC tried to identify some problems and solution paths.

**Political Analysis —Melissa Hathaway**

The U.S. government is fragmented. There is no leadership in (the area of Internet governance?) this area. The U.S. government has also lost a lot of its influence with regard to this area recently; therefore starting another organization is fraught with concern. The new initiatives with ICANN may be seen as competing with ITU (over matters of monetization). To continue with this perceived competition is not productive; we should work together on how to monetize the Internet. We must bring the argument back to its core; it is about the economy. There is a divide between ITU’s role and ICANN’s role.

**General Discussion**

It is ICANN’s belief that a single institution is not the answer. A new **model** is the solution. ICANN is not being defensive about ITU, it is being responsive. The one country, one vote mechanism and institution will not go away. Nevertheless, it is essential to bring
transparency to the nuances of all of the disputes occurring. These can then be broken down to find a common ground to move forward. Perhaps it is not correct to say that there is a rift, but ITU certainly has aspirations toward Internet governance. IANA’s functions are very complicated, even more so than ICANN itself.

We are at a point where the U.S.-centric argument must give way to a truly global organization.

The Russian government invited the ICANN President to visit the country. Russia believes that ICANN broke into a key country (Brazil) that would stand on the opposite side of the debate regarding the U.S. role in ICANN. Russia has a root server, but it wants a root service.

There is no technical reason why there cannot be more root services than the current limit allows. ICANN has a root service, and they replicate them all over the world. The argument that the limit was a technical one is no longer valid. So, how do we go about expanding root services?
PANEL SESSIONS

PANEL I
Dimensions of Cybersecurity

Moderator
Michael Sulmeyer, Senior Policy Advisor, Office of the Deputy Assistant Secretary of Defense for Cyber Policy

Presentation
Major Challenges to Governance of Cyberspace
Tomas Lamanauskas, Head, Corporate Strategy Division, International Telecommunication Union (ITU)

Panel
Richard Bejtlich, Chief Security Officer, MANDIANT
Adam Segal, Maurice R. Greenberg Senior Fellow for China Studies, Council on Foreign Relations (CFR)

Moderator
Michael Sulmeyer
Retaining the focus on gaps in governance and threats to cyber security, this session begins with a presentation on governance from a major institutional perspective, and then addresses questions pertaining to cyber security. These include:

- What are the tools & instruments that threaten cyber security?
- Security for whom? What, how and when?
- What is the broad “ecology” of cyber threat and insecurity?
- What are the ranges of motivations, expected gains thereof?
- Public sector (government and military), Private sector (national and international), and non-profit entities?
- What are the plausible scenarios for the immediate future?
- When is the next “cyber catastrophe”?

**Presentation**

Tomas Lamanauskas

The ITU is one of the most enduring U.N. agencies. Its current focus on telecommunications recognizes that this world is obviously changing. Headquartered in Geneva, it consists of three sectors: radio, communications and development.

**Protect vs. Provide**

The Internet is vital; we know we want some internet for everyone. But we are still at the stage at which we need to ensure that the ideal of the internet is available for everyone in the world (4.4 billion people are still offline).

How equitable is the internet? There is a great deal of variation in terms of ability to pay Internet access throughout the world.
Context for Cyber Security

Debates center on cyber war and cyber espionage. However, most people think of security as the ability to use the internet without facing threats. In fact, there are $500 billion USD annual losses to cybercrime and 1.5 million cybercrime victims each day. There is online abuse of the most vulnerable (children). The use of robots and implantable devices will turn cyber threats into physical threats, industry and business. Around 80% of cyber threats could be tackled by addressing the things we know how to address. Is everyone at the same stage in terms of protecting themselves? No.

Global Cyber Security Agenda

The ITU launched a global cybersecurity agenda based on 5 pillars: legal measures, technical measures, organizational measures, capacity building, and national and international cooperation. These five pillars are a framework to address cybersecurity issues. The ITU also supports countries around the world to help implement cybersecurity measures and provide assistance with policy development.

WCIT-12: set the ground for international cooperation on certain cybersecurity-related matters—notably Article 6, on security and the robustness of networks, and Article 7, on unsolicited bulk electronic communications. Some progress has been made, but there is much farther to go.

Other ITU Initiatives

Other major ITU initiatives include the Child Online Protection Initiative (since many parents have not used the Internet enough to be in the best position to teach their children how to use it), a continued standardization focus, work with the U.N. office for directing cybercrime, and helping countries to agree on common approaches to solving problems.

The Anti-Counterfeiting Trade Agreement, the International Telecommunication Regulations (2012), the Stop Online Piracy Act, and Preventing Real Online Threats to Economic Creativity and Theft of Intellectual Property all involve heated debates about issues of frameworks.

Select ITU Key Principles

These include: the meaningful involvement of all stakeholders/countries on equal footing; collaboration of relevant organizations (UN and non-UN) and building on the achievements so far; pragmatism; concentration on real issues and avoiding unhelpful dichotomies.

The ITU will not be going into areas that are not in the mandate, but it is clear that it will be addressing areas that people do care about with regard to connectivity.
Panel Perspectives

Cyber Security – U.S. DoD

How does the U.S. Department of Defense think about its role in cybersecurity? The DoD has three missions:

- Defend U.S. DoD networks. Otherwise, it's difficult to help others do so.
- Prepare for contingency. This is basic standard military planning and operations; making sure that there is enough cyber support available for use in a crisis.
- "Defend the Nation": Provide a supporting role for Homeland Security and the FBI, such that there would not be any confusion in the event of a serious attack on the U.S. through cyberspace.

Going forward, there will be some reorganization and consolidation (due in part to sequestration). In the DoD policy office, cybersecurity is being consolidated with homeland defense. The DoD is getting better about crystalizing the mission, but with 20% head cuts, it needs even more focus on consolidation.

Cyber Security – Policies & Responses

Cybersecurity is a problem that both government and private companies have. We cannot think that governments do a better job with security than the private sector.

More access is better, but there will also be an increase in the number of victims of attack. It is becoming clear that cyber conflict follows physical conflict, but although a physical
event can precipitate a lot of cyber activity, in some cases it works the other way as well (Arab Spring, etc.).

What is the national strategy for the private sector? What is the individual strategy for companies to protect themselves? Most companies do not start thinking about this type of question until after they have had the breach. There is a small window in which you can introduce a strategy to a company to protect it. Can this window be made even smaller?

**Business View – BENS (Business Executives for National Security)**

The Business Executives for National Security is a nonprofit entity that started about 30 years ago with bit of a different business model than most. It pays its own way and does not look for grants, solicit donations, etc. It was originally focused around DoD as a way of bringing CEO recommendations to address answers to problems.

For example, the CEOs of the oil and gas industry looked at whether the DoD was purchasing fuel in a productive/efficient way. They put together group of CEOs from various parts of the economy, some with deep technical knowledge and some with good business background, and developed an awareness program that builds on the infrastructure and programs developed by other non-profits and some for profits.

Part of the project is to speak to the CEOs in a language that is not technical and intimidating. BENS spent a great deal of time developing checklists and lists of questions that are in “business language” instead of technical language, and would allow the CEOs to ask questions in a framework that makes more sense. So part of it is a risk assessment, part of it is comparative: how do you compare to other businesses in your industry, size group, etc.? How do you know what shifts to begin to make?

BENS does not really get at the issue of governance except in the area of the individual corporation: for the middle of the market that does not have the staff to do it themselves.

**The China View**

We often portray the Chinese as having a well thought out, top down strategy, but China sees itself as being outplayed by the U.S. and contained. To China, the idea that it is the main cyber threat in the world is an attempt to degrade China. It believes itself to be the primary victim and points to attacks by the U.S. The Chinese also see cyber conflict as accompanying physical conflict (for example, the China-Japan island dispute); these types of attacks can have more and more impact as Chinese society becomes more and more net-dependent.

The China view is: how do we reduce our dependence on the U.S. (and Japan)? How do we become technologically independent? The Interagency process is much worse in China than in the U.S. It is difficult to make agencies talk to each other to formulate strategies and responses.
Does the push for the establishment of cyber command serve as a deterrent? China believes it needs a much more offensive, aggressive strategy. But it does not have a cohesive message/agenda. At the same time, China is interested in maintaining regime power and domestic stability.

**Vulnerabilities & Disclosures**

While all of this is taking place, the level of hacking has not subsided (one unit took a short break to regroup and then came back). Europe has more robust disclosure requirements about the purchasing of vulnerabilities.

Coordinating vulnerabilities is a very complex issue; coordinating interactions between multiple vendors is especially complicated. The idea of having a single global coordination center sounds ideal, but it is unrealistic because of the complexity of the interactions (must attempt to coordinate up and down the supply chain). Are there an infinite number of vulnerabilities? Since human beings write software, yes. There are a finite number of exploitation techniques.

The distinction between *service* and *content* has a technical manifestation that is between network security and data-centric security. So far we have been living in a world where emphasis has been on network security. But now this will change for everyone. In addition, we have to separate network security from the security of people using the network. There is no such thing as Internet-crime, rather the people using the Internet are committing the crimes and this makes the Internet not secure. One is an issue for the network operators (not a government concern) and the other is something that governments need to be concerned with and have the infrastructure to deal with it.

Finally, we realize that we cannot really prevent risk, but we must focus on *resilience* and specifically on *infrastructure*. How do we shift culture from being risk-adverse to being resilient?
Major Challenges to Governance of Cyberspace

Tomas Lamanauskas
Head, Corporate Strategy Division, International Telecommunication Union (ITU)

Context: Major Challenges

Vision for the Internet

"Idyllic and utopian model of everyone being able to communicate with everyone else and do what they want to do"


How equitable is the Internet?

4.4 billion still offline
Putting Cybersecurity in the Context

Different Perspectives of Cybersecurity

It is first of all about trust and confidence necessary to derive benefits from the connectivity

What’s at Stake?

exchange information. Because the internet is unregulated, it has led to an escalation of the global sex trade and the commercial sexual exploitation of women and children.

It has rendered national borders meaningless and lawmakers and law enforcers worldwide have been left scrambling while organised criminal syndicates have used the internet to their advantage, displaying all forms of sexual exploitation and recruiting unsuspecting women.
Low Hanging Fruit Still Exists

“80% or more of currently successful attacks exploit weakness that can be avoided by following simple best practice, such as updating anti-malware software regularly”

The UK Cyber Security Strategy, 2011

Recognized Need for Action

“...We need to work together to bolster confidence in our networks, which are central to international commerce and governance.
- We need to strengthen national legislation ... push for international frameworks for collaboration ... and adopt the necessary measures to detect and defuse cyber threats.
- We need to plug loopholes to stop perpetrators of cybercrimes and bring them to justice.”

Ban Ki-moon, Seoul Conference on Cyberspace, October 17, 2013
Resolution 68/243 of the UN General Assembly on “Developments in the field of information and telecommunications in the context of international security” (2013)

- Calls upon Member States to promote further at multilateral levels the consideration of existing and potential threats in the field of information security, as well as possible strategies to address the threats emerging in this field, consistent with the need to preserve the free flow of information.

What is ITU Doing?

Global Cybersecurity Index

**Objective**

The Global Cybersecurity Index (GCI) aims to measure and rank each nation's level of cybersecurity development in five main areas:

- Legal Measures
- Technical Measures
- Organizational Measures
- Capacity Building
- National and International Cooperation

**Goals**

- Promote cybersecurity strategies at a national level
- Drive implementation efforts across industries and sectors
- Integrate cybersecurity into the core of technological progress
- Foster a global culture of cybersecurity

Expected delivery of the full index - Q4 2014

WSIS+10 Review Process: Key Areas

From the discussion of the Action Line CS: Building confidence and security in the use of ICT

- Greater cooperation
- International frameworks
- International standards
- Computer Incident Response Teams
- "Culture of Cybersecurity"
- Protection of human rights, data and consumer rights
- Protection and empowerment of vulnerable online, especially children
- "Security by design"
- Management of critical infrastructure
- Assistance to developing and least developed countries
- Measurement
- Sovereignty

ITU Global Cybersecurity Agenda

Source: IMPACT
**Assistance for Policy Development and Implementation**

- HIPCAR (CARIBBEAN)
- ICB4PAC (PACIFIC)

**Regional and Special Support**
- ITU-IMPACT Arab Regional Cyber Security and Innovation Centre hosted by Oman CERT covering some 22 Arab countries.
- Memorandum of Understanding (MoU) with the Nigerian Communication Commission to set up a Regional Cybersecurity Centre in Nigeria (July 2013).
- ITU project for "Enhancing Cybersecurity in Least Developed Countries (LDCs)" following 3 main pillars:
  - Policy-level assistance
  - Capacity building efforts
  - Equipment and software distribution

---

**Child Online Protection Initiative**

- Key Objectives:
  - Identify risks and vulnerabilities to children in cyberspace
  - Create awareness
  - Develop practical tools to help minimize risk
  - Share knowledge and experience

- Partners:
  - 10 international organizations
  - 33 civil society organizations
  - 13 private sector organizations

---

**UN-wide Framework on Cybersecurity and Cybercrime**

- Endorsed by the United Nations System Chief Executives Board for Coordination (CEB) on 25 November 2013.
- Developed by ITU and UNODC along with 33 UN Agencies.
- Enables enhanced coordination among UN entities in their response to concerns of Member States regarding cybersecurity.

---

**Standardization**
- Conducted and coordinated by ITU-T Study Group 17 – Security
- Over 70 standards (ITU-T Recommendations) focusing on security
- Key areas of current work:
  - Cybersecurity
  - Child Online Protection
  - Security architectures and frameworks
  - Countering spam
  - Identity management
  - Security of applications and services for the Internet of Things, web services, social networks, cloud computing and Big Data

---

**Importance of Collaboration**

![Collaboration Logos]

---
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International Frameworks

UN Efforts on Various Aspects of Cybersecurity

- Resolution 68/167 of the UN General Assembly on “The Right to Privacy in the Digital Age” (2013)
- Resolution 57/239 of the UN General Assembly on “Creation of a global culture of cybersecurity” (2002)

Some progress is made – however, further work is needed towards a more comprehensive and inclusive framework... but...
Some Key Principles
Meaningful involvement of all stakeholders:
- In their respective roles as per outcomes of WSIS
- Potential requirements for the such involvement:
  - Transparent*
  - Balanced and Inclusive*
  - Accountable*
  - Legitimate
- ITU’s recent experience includes some models to consider:

*Adopted from Neelie Kroes
“Europe and the Internet in a global context: What future, what challenges ahead?”
(October 2013)

Importantly – Tensions are normal when looking for solutions to new challenges...

...What matters, is how we utilize and resolve such tensions
PANEL II
Dilemmas of Cyber Governance

Moderator
Melissa Hathaway, President, Hathaway Global Strategies LLC; Senior Advisor, Belfer Center, Harvard Kennedy School

Panel
Xing Li, Professor, Electronic Engineering Department, Tsinghua University, Beijing, China; Deputy China Education and Research Network (CERNET) Center
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Confounding Cyber Security
Cybersecurity has been bundled into a single conversation. This includes political activism, organized crime, intellectual property theft, disruption of service, anything not 24/7 connectivity and so forth. There is no governance mechanism. This is a major gap. For example, if we consider cyber attacks, then we see potentials for Stuxnet variations (military-grade weapons) used against the U.S. and its allies.
How much more government should you have on the Internet? The US is behind Europe in regulation in many ways, notably data protection and surveillance. Going through big data to detect non-obvious relationships is complex.

Routers are insecure for a variety of reasons. The US is hosting many servers used for crime. We need to increase infrastructure hygiene, improve economic security, and lever control at critical points.

Government should enable private actors to do the right things. In practice, there is a lot of governance in areas like crime, but there are no overarching institutions.

**Internet Fragmentation**

What is fragmenting the Internet? How does this complicate governance (or not?). Firewalls protect and fragment all the time. A country cannot simply withdraw from the Internet. We also must consider national vs. global security. How does dividing the Internet into nation-state lines help security? Most of the work (e.g. for spam) is done by private actors.

States will intervene to protect their interest, even if that has negative consequences for them. We do not have transnational mechanisms to deal with this set of issues. Do we need any?

**Flexibility & Adaptation**

The Internet becomes more flexible as it adapts to government requests, as well as to user choices. China, with 120 million students, had to start IPv6 over IPv4. Translation is the way to go. More than 70% of young users know how to bypass the Green Dam.

**Institutions & Imperatives**

Many institutions are working on cybersecurity. For example, the Organization for Security and Cooperation in Europe is a good alternative to only-China or only-Russia organizations. At the same time, with intercontinental ballistic missiles, we know that accidental major conflicts are happening throughout cyberspace. Of the voluntary agreement, only two CBMs are practical.

Among the requirements for governance are the needs for transparency, agreement on a glossary of terms, the ability to escalate from CERT to CERT communications, and to national security communications.

The tendency is to leave “nasty” legislation to the European Union, to shield for national governments, introduce mandatory disclosure, and a requirement that applications providers must notify breaches to ENISA and national governments.
The bottom line is this:

There are “pockets” of governance in place. They differ by regions, issues, logics, implementation and enforcement. However, there are no explicit connections among pockets, nor a necessary tendency to generalize or expand models of practices in place.
PARALLEL PANELS

The parallel sessions are designed to “dig deeper” into the empirical, operational, and analytical basis that inform our views about emergent threats to cyber security. This panel considers actors, actions and outcomes. Different methods and operational strategies are presented.

Panel IIIa

Cyber Security – Emergent Issues

Moderator
Michael Siegel, Principal Research Scientist, Sloan School of Management, MIT

Panelists
Brandon Valeriano, Senior Lecturer, School of Social and Political Sciences, University of Glasgow
Tim Maurer, Policy Analyst, Open Technology Institute, New America Foundation
Katie Moussouris, Senior Security Strategist Lead, Microsoft
Urs Luterbacher, Honorary Professor, International Relations/Political Science, Graduate Institute, Geneva, Switzerland

Moderator
Michael Siegel
Introduction

In many ways the slides presented in this panel highlight emergent features of threats to cyber security – and diverse facets that are now taking shape. Among the salient issues are new cyber damage tools, markets for creative illegality, cyber conflicts, anonymity mechanisms, and new directions for state and non-state actors.

Key Questions

The main questions discussed are introduced via a system dynamics model (see slides). These include:

- How does the white market of exploits and vulnerabilities impact the black market demand?
- What is currently on offer in the white market?
- What is the life cycle of a cybercrime?
- What has been the influence of bug bounty programs on the supply of the vulnerabilities?
- How do state investments in cyber capabilities influence the foreign behavior?

Connecting Cyber & “Real” Conflicts

Many cyber-attacks have a very low severity and do not reach high level of severity. But can these be measured by type, intensity, and interactions?

Basic dispute *types* are vandalism, denial of service, intrusion, infiltrations, and their combinations. The *severity* of the dispute can be characterized in terms of:

- Minimal damage,
- Targeted attack on the critical infrastructure,
- Significant effect on a nation’s strategy,
- Dramatic effect on a nation and
- Escalated effect on a nation.

The interaction type of such cyber incidents that can be either probing, defensive or offensive acts and about the target types which can be private/non-state, state-military or state-non-military. Except for US and China, most of the cyber disputes are regional. For a summary table of around 125 publically acknowledged cyber conflicts between 2001 and 2011 between rival states, see: [http://dl.dropboxusercontent.com/u/5471522/Valeriano%20Maness%20Cyber%20Conflict%20JPR%20Final%20submission.pdf](http://dl.dropboxusercontent.com/u/5471522/Valeriano%20Maness%20Cyber%20Conflict%20JPR%20Final%20submission.pdf)

The Wassenaar Arrangement

Primary discussion was on the updating of the Wassenaar Arrangement. The Wassenaar Arrangement on Export Controls for Conventional Arms and Dual-Use Goods and Technologies is a multilateral export control regime (MECR) with 41 participating states including many former COMECON (Warsaw Pact) countries: [http://www.wassenaar.org/](http://www.wassenaar.org/)
The Basic List is composed of Ten Categories based on increasing levels of sophistication:

- Category 1 – Special Materials and Related Equipment
- Category 2 – Materials Processing
- Category 3 – Electronics
- Category 4 – Computers
- Category 5 – Part 1 – Telecommunications
- Category 6 – Part 2 – "Information Security"
- Category 7 – Sensors and "Lasers"
- Category 8 – Navigation and Avionics
- Category 9 – Marine
- Category 10 – Aerospace and Propulsion

During the 2013 review, member states have agreed on new export controls were agreed in the areas of (a) surveillance and law enforcement/intelligence gathering tools, and (b) Internet Protocol (IP) network surveillance systems or equipment.

These changes do not include DRS and reverse engineering of the codes. Why were such changes made to the list? Was it due to the events like Arab Spring? Western Basic List has two nested subsections—Sensitive and Very Sensitive. Items of the Very Sensitive List include materials for stealth technology—i.e., equipment that could be used for submarine detection, advanced radar, and jet engine technologies.

The Munitions List has 22 categories which are not labeled. Are companies providing technologies that might be a help to the regimes? Or, under certain conditions, may be detrimental to international and regional security and stability? Further, what type of technologies are we actually talking about?

What is the time frame in which such changes can be actually implemented? This might even be part of a congressional effort on National Defense Authorization Acts to look into what technologies can be the part of the list.

**Microsoft Big Bounty Program**

Microsoft has been buying vulnerabilities and established a big bounty program whereby it paid up to $260,000 as reward money for information on vulnerabilities. Hackers shared the vulnerabilities due to:

1. **Compensation** through (a) selling vulnerabilities, (b) big bounty programs, and (c) penetration testing;
2. **Recognition**, such as snapchat vulnerability exposure, and
3. **Challenge** of solving complex problems.

The economy of exploit sales consists of three markets:

- **White Market** where a vendor offers a bounty for reporting vulnerability.
- **Grey Market** where brokers buy vulnerabilities and then sell them companies, states or (maybe) to organized crime.
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- Black Market where organized crime and government buy or take subscription of exploits for offensive activities.

No price data was shared apart from the money given away as prize money on Microsoft’s Bluehat prize (see http://www.microsoft.com/security/bluehatprize/).

After Microsoft introduced the big bounty program, the number of direct exploits submissions has increased by 74%. James Forshaw came up with a new exploitation technique to get the first ever $100,000 bounty.


**Predicting Cyberspace Crises**

The AI tool *Globe Expert* seems, in the case of the cyberspace referential, to find the correct information about the absence of a black swan even though local breaking points are identified. Results show that the that US and China tend to overestimate governance and systemic problems at the expense of others such as the influence that other countries can exert on cyberspace and also technical problems due to hacking and big data clusters (mostly only for China). It is suggested that these perceptions should be corrected.

The detection of a black swan uniquely from the probability space associated with the set where it might nest is impossible. However, if information about it is contained within other segments then it might be possible to circumscribe very closely the whereabouts of a black swan. In general, the results so far show that as breaking points in cyberspace do exist they are for the moment localized.

These are mostly linked to big data cloud structures and centers and to some extent to the relations between the U.S. and China. However, a generalized crisis or breakdown (a so-called black swan) is unlikely in the next few years. *Global Expert* works well but some conceptual and error analysis problems have yet to be solved.
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How do white markets influence black market pricing?
An explicit price factor in both how widely the target
software is used as well as the difficulty of
cracking it.

How do bug bounty programs influence vulnerability supply?
Bounty Evaluation: $100,000 for New Mitigation Bypass Techniques Wanted
Dead or Alive

What is the lifecycle of cybercrime?
"We are setting aside a $200K budget
to purchase browser and browser plug-in vulnerabilities, which are
going to be used exclusively by us,
without being released to public."
— Paul @, Author of Blackhole, Apr ’13

How do white markets influence black market pricing?

How do bug bounty programs influence vulnerability supply?

Microsoft is announcing the first evolution of its bounty programs, first
announced in June of 2013. We are expanding the pool of talent who can
participate and submit novel mitigation bypass techniques and defensive ideas
to include responders of forensic expertise; not just active attacks in the wild."
How does State investment in cyber capability influence foreign behavior?

Pressure to Use Cyber Capability

Domestic Cyber Actions

Foreign Cyber Actions

Domestic Cyber Capability

Foreign Cyber Capability

Domestic Investment in Cyber

Foreign Investment in Cyber

“The Chinese are conducting espionage on a massive scale. [If we] ban sales of ... exploits to the U.S. and European allies ... the only possible outcome is that the Chinese will increase their internal production and skills and the... West will fall behind.”

- Gruppo, third party broker

CYBER SECURITY – EMERGENT ISSUES
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Empirical Cyber Conflict Studies

Brandon Valeriano
University of Glasgow

and

Ryan C. Maness
University of Illinois at Chicago

Low Rate of Usage for Cyber Tactics

Most Cyber Incidents are Regional

The Actions We Have Seen Have Been Low in Severity

There Has Been Little Reaction to the Cyber Operations, so far...
Katie Moussouris
Senior Security Strategist Lead, Microsoft

Security Researcher Motivations/Fulfillment

- Compensation
  - Financial incentives
  - Recognition of contributions
  - Personal growth

- Recognition
  - Public acknowledgment of work
  - Awards and honors

- Pursuit of Intellectual Happiness
  - Learning and innovation
  - Solving complex problems

Microsoft’s Bounty Programs

Over $128,000 PAID Strategic Impact

10+ Years of Researcher Engagement
Researchers are invaluable to our security strategy

The Vulnerability Economy

- White Market
  - Vulnerabilities with no financial reward

- Grey Market
  - Vulnerabilities with limited financial reward

- Black Market
  - Vulnerabilities with significant financial reward

Why Now?

Bounties are not one size fits all
Finding the right approach for our customers
Microsoft bounty programs

Mitigation Bypass Bounty
Microsoft will pay up to $100,000 USD for truly novel exploitation techniques against protections built into the latest version of our operating system (Windows 11 Preview).

BlueHat Bonus for Defense
Microsoft will pay up to $50,000 USD for defensive techniques that significantly improve our mitigation bypass defenses.

IE11 Preview Bug Bounty
Microsoft will pay up to $11,000 USD for critical-class vulnerabilities that affect IE11. IE11 Preview is now available for Windows 8.1 Preview, including bugs with privacy implications.

IE Preview Bug Bounty: All in the timing

Running a bounty program during the Preview (beta) period lets us address the greatest number of issues with the least impact to our customers.

Other bounty programs don't offer payment for products in beta, so we're pleased to address that gap in the marketplace in this pilot program.

Results: 23 submissions, 18 bulletin-class issues — 6 sandbox escapes

IE 11 Preview Bounty --> Reverses Reporting Trend

Change in Private/Bidirectional Bug Reports against Directly Reported (CVD) IE Bugs

Mitigation Bypass Bounty: $100,000
James and the Giant Check Presented 12/12/13

Pay to the order of James Forshaw $100,000
One Hundred Thousand and 00/100 Dollars USD
Memo: Mitigation Bypass Technique

Bounty Program Evolution

Mitigation Bypass Bounty – NOW OPEN TO ANYONE WHO TURNS IN A DISCOVERY FROM THE WILD

Stay tuned for further developments...

A Smart Security Strategy Has Layers

Researcher Engagement

Industry Collaboration

Establissh Vulnerability Response Processes

Build More Secure Products
Mitigation Bypass Bounty
Eligible Submissions

Eligible bypass submissions must demonstrate and describe an exploitation method that meets the following criteria:

- **Generic**: It must be applicable to one or more common memory corruption vulnerability classes.
- **Reliable**: It must have a low probability of failure.
- **Reasonable**: It must have reasonable requirements and prerequisites.
- **Impactful**: It must be applicable to high-risk application domains (browsers, document readers, etc).
- **User Mode**: It must be applicable to user mode applications.
- **Latest Version**: It must be applicable to the latest version of our product on the date the entry is submitted.
- **Novel**: It must be a novel and distinct method that is not known to Microsoft and has not been described in prior works.

APPENDIX

### IE11 Preview Bug Bounty
Payouts & Tiers

<table>
<thead>
<tr>
<th>Vulnerability Type</th>
<th>Code dump</th>
<th>Proof of concept</th>
<th>Exploiting exploit</th>
<th>WHIPS</th>
<th>Sandboxed escape</th>
<th>Raw payload Tier</th>
</tr>
</thead>
<tbody>
<tr>
<td>RCE vulnerability</td>
<td>not required</td>
<td>required</td>
<td>required</td>
<td>required</td>
<td>not required</td>
<td>Could exceed $11,000 USD*</td>
</tr>
<tr>
<td>Important or High-severity design flaws or vulnerabilities</td>
<td>not required</td>
<td>required</td>
<td>n/a</td>
<td>optional</td>
<td>not required</td>
<td>Tier 2: Minimum payment $1,000 USD</td>
</tr>
<tr>
<td>Security bug with Privacy Implications</td>
<td>not required</td>
<td>required</td>
<td>Proof of Concept is sufficient</td>
<td>optional</td>
<td>not required</td>
<td>Tier 3: Minimum payment $500 USD</td>
</tr>
<tr>
<td>Sandbox escape vulnerability</td>
<td>not required</td>
<td>optional</td>
<td>optional</td>
<td>optional</td>
<td>required</td>
<td>Tier 4: Minimum payment $250 USD</td>
</tr>
<tr>
<td>AA0 verification vulnerability</td>
<td>not required</td>
<td>required</td>
<td>n/a</td>
<td>optional</td>
<td>optional</td>
<td>Tier 5: Minimum payment $100 USD</td>
</tr>
</tbody>
</table>

*Maximum award for RCE vulnerabilities could exceed $11,000 USD.
Urs Luterbacher
Honorary Professor, International Relations/Political Science,
Graduate Institute, Geneva, Switzerland

Predicting The Likelihood of Cyberspace Crises With the Help of Information Theory: From breaking points to Black Swans
Urs Luterbacher, Thierry Lorho and Valerie Fert

This will be possible with the help of information theory
- Information theory was developed by Shannon (1948) in connection with the evolution of computer technology
- To understand it, start with the model of tossing a fair coin where each side has a probability of ½. 1 question with 1 answer will give the information about the result of the tossing heads or tail
- Entropy in this case will be maximal and worth 1 or 1 bit because only one question has to be asked with one answer
- Generalizing: if 3 questions with 3 answers necessary the entropy or information will be worth 3 bits

What about textual material?
- For a text made up with words similar principles are applied
- For each word and for each combination of words it is possible to determine a probability space
- By extension each document composed of texts and each set of documents can be represented in this way which will constitute an exact representation of the information structure contained in them
- The AI system used here works on the basis of dbacl, a digraphic Bayesian classifier for text documents which computes maximum (relative) entropy models for text corpora and can compute the Bayesian posterior distribution for a given document in terms of any number of previously computed models.

Entropy of a segment, Divergence, and, Cross Entropy between segments
- We will imagine three sets which we will call segments containing information a, b, and c. We can also define U the union of a, b, and c.
- All these segments can be represented by probability spaces. These segments are partially overlapping. One can measure the information shared by these three segments through indicators: Divergence, Cross-Entropy, and then Uncertainty, Information content, Predictability

Detecting Crises Information and “Black Swans”
- The detection of a black swan uniquely from the probability space associated with the set where it might nest is impossible
- However, if information about it are contained within other segments then it might be possible to circumscribe very closely the whereabouts of a black swan
- In order to obtain such informations, referentials in the form of a crude list and hierarchies of concepts have to be constructed by experts in the field. The AI system then starts its queries and gives results
- The results so far show that as breaking points in cyberspace do exist they are for the moment localized. These are mostly linked to big data cloud structures and centers and to some extent to the relations between the US and China. However a generalized crisis or breakdown (a so-called black swan) is unlikely in the next few years.

Cries or critical events are predicted by some people while most don’t
- So traditional doomsday sayer such as Peter Schiff, Mark Faber, and Nouriel Roubini and some seasoned economists such as Joseph Stiglitz, Robert Schiller and Martin Feldstein predicted an imminent financial crisis in 2007 or early 2008 but most others did not. Similar pronouncements are available for cyberspace problems
- This shows an ambiguity in the signals that can be picked up from various information sources
- Is it possible to do better? This is the purpose of the artificial intelligence system presented here
Results and Conclusions

- Our AI tool Globe Expert seems in the case of the cyberspace referential to find the correct information about the absence of a black swan even though local breaking points are identified.
- It shows that US and China tend to overestimate governance and systemic problems at the expense of others such as the influence that other countries can exert on cyberspace and also technical problems due to hacking and big data clusters (mostly only for China). It is suggested that these perceptions should be corrected.
- Significant threshold values for a black swan are not crossed (60% for all 3 indicators). These are justified by quantum information theory. For 100% indicator (interpreted them as a q-bit), there is more than 50% chance to have the event occurring.
- More needs to be done here and a type I and type II error analysis be undertaken to provide more validity.
- Techniques to harmonize referentials and their constructions have to be developed. Otherwise results could be perceived as artefacts of referentials.
- The AI tool therefore works well but some conceptual and error analysis problems have still to be solved.
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Many features of governance for cyberspace remain to be fully understood. Many of the contentions obscure some emergent trends. What are these features; what are the trends? What are the contentions? How does all this “fit together”? These include:

- Formal and informal mechanisms
- The role of the private sector
- Institutional and operational actors, structures and practices
- Perspectives from the RIR’s
- Barriers vs. facilitating factors
• Expected outcomes

Ubiquity & Control

The Internet is ubiquitous. However, the Internet challenges and even disrupts existing global regimes and systems: from the music and motion picture industries to global and individual security and privacy - and traditional versus electronic commerce. As the 2nd ECIR Workshop on *People, Power and Politics* addressed, the individual also has a stronger voice in this ecosystem. Control of the technical underpinnings translates into defining winners and losers, (in practice winners) or losers. From a technical perspective, the Internet works perfectly and ‘runs smoothly’; responsibilities are well assigned.

Governance & Density

There are an ever-increasing number of actors involved in governance for some part of the Internet or its management – some of whom are becoming increasingly more organized. Currently there are 2.5 billion Internet users. The challenge is that at the end of this decade we will have 5 billion. Are we ready for this? If we are, then we can talk about governance. Take the Root server issue as an example: China and Russia want to have one. That is not that big a technical challenge. But do we have the governance structure to do it?

In the future, everyone will be online. In 2014, that everyone would mean 7.1 billion people. By 2050, UN estimates are between 8.3 and 10.9 billion people. From an institutional infrastructure perspective: are we ready? Only after this long-term readiness and preparedness are in place, *then* we can talk about network governance.

Past & Present

Early on governance of the Internet was not an issue. Operational integrity dominated. Early adopters and “geeks” structured Internet governance, in the early days of the late 1980’s and early 1990’s. Formal structures were late in coming. The Internet Engineering Task Force (IETF), for example, was founded as late as 1992. IETF had people from governments, but no official government representation. Government involvement in Internet standardization had started to emerge as early as 1977, with the Open Systems Interconnection (OSI) suite, which was started by the International Organization for Standardization (ISO).

The standard-setting bodies realized that the Internet is the future of all communications and tried to act accordingly. For example, in the area of Voice over Internet Protocol (VoIP): telephony companies tried to change protocols to improve it. Enter the role of disruption and innovation as it relates to standardization and governance (Skype proved the improved protocols unnecessary).

The Internet Corporation for Assigned Names and Numbers (ICANN) was setup to be the “Governor of the Internet.” In contrast, the International Telecommunications Union (ITU), founded in 1865, was setup to control the information communication of society, and goes beyond the functions of the Internet Assigned Numbers Authority (IANA).
In the 1970s and 1980, “there was just one Internet...is the goal to make it stay that way?” Reversing or addressing fragmentation is not the only way to approach the problem: the Internet is already fragmented. This is driven by technological as well as political factors. Future fragmentation, for example, includes the fact that internet traffic will be almost exclusively video and VoIP. Are we ready for that transition?

The Internet is going to be the communication network of the future. Nevertheless, implicit in that fact is also the reality that new pressures emerge. Basic infrastructure and growth challenges remain before there can be any realistic discussion of true governance: 5% of world economy is Internet. Will it grow to 10% or more?

**Governance & Security**

Overall, Internet governance is different from cyberspace governance: privacy, the economy, other major issues – there is no coordination at all to these cyberspace issues, which transcend ‘ordinary’ issues of Internet infrastructure and technical specifications. ICANN handles only domain-names - not the Internet as a critical infrastructure. In addition, ICANN proved that building even specific technical governance is difficult on a global level. (To date there are no institutions coordinating names on Google, Facebook, etc.) Beyond these technical issues, notions of governance are even more complex. Public policy isn’t exclusively in the realm of the government. Microsoft has a global cybersecurity team.

The private sector (Akamai, Comcast, etc.) know the network, but not the diplomacy. Policy-savvy engineers are not the norm. Yet, technical expertise is also a source of authority. How does this play out? External RIRs consultants are not public policy wonks, but resource allocation types. They look at the problem from a perspective of how to use and allocate resources. RIRs, Internet Exchange Points (IXPs), they want to make allocation policy (not public policy mandates).

Some argue that from a regional, geographic perspective, country-code top-level domains (ccTLD’s) are a waste of time. While Regional Internet Registries (RIR) and other self-governing entity have developed rules with an explicit absence of state governance, the past is not a predictor of the present or of the future.

The logic at the origin may not retain robustness over time.

Today, 10% of Internet users are American – a number that will recede to 5% or less. With that decrease, will the U.S. also rescind proportional control? Also, if there is a global institution UN type of organization at the top of the Internet governance, will it kill the innovative side of the Internet?

We also now have to consider the value of multi-stakeholders vs. the challenges of cybersecurity. In addition, there may be a “Stuxnet effect” that is, legitimizing attacks over the Internet. The gloves are off. DDoS attacks are not gone. It is all about protecting the Internet with the right governance model.
**Authority & Accountability**

The cybersecurity community in the financial systems and technology industries did not like what they saw as the implications, for them, of the “go-mobile era” – but it still happened. For example, the FBI recognizes it can’t stop all crime. Rattray also pointed out a general metric of success is that broad Distributed Denial-of-service (DDoS) attacks are “under control.” In principle, if there are regulations they must be forced ICANN, for example, was not created to manage all threats. Further, simple traffic functions like routing, and other critical functions, are an unattributed responsibility.

United Nations Group of Government Experts (UNGGE) and other mechanisms currently in place recognize that national governance requires accountability. Accountability issues remain rather dormant on the Internet, especially as related to security. Some argue that a narrowing down the working definition of security is needed to make it well-system. Others query whether this is a change of tone about security. Are we using DDoS attacks, or lack of success of these attacks and other incidents to justify government involvement?

In terms of political or policy-driven winners and losers: technical limitations determine what is feasible at the policy level. Prioritizations don’t work well, with requests that are not well understood. Not regulating something can actually help.

**Example**

Workshop participants offered recent changes at the Federal Communications Commission (FCC) as a further example. Internet environment is becoming more and more of a safety issue – and the FCC has historically been involved in safety.

A lot of what the Internet is doing is not undermining State authority. Not all non-State authority is competing with the State. Internet governance can be seen as a matter of resource management policy: Microsoft is getting involved in policy from a very resource-based perspective. It has proven itself a credible assessor, allowing them to suggest policy directions - without being obviously captured by interest groups (an important distinction).

**Bottom Line**

The bottom line is this: The era of no-government is (or is about to be) over. Governments are paying attention due to the big share of the economy, security matter, and the general shift in power relations worldwide.
While there are diverse perspectives – along with conflicts and contentions – over the nature and value of private public collaboration, almost everyone agrees that such collaboration is essential for the governance of cyberspace and the security of the cyber domain. Among the central issues are:

- Value in collaboration
- Innovation gains
- Costs, benefits and vulnerabilities
History Lessons

A lesson from history: when the Romans realized that their perimeter was indefensible, it was because internal lines of communication were almost nonexistent. Today, companies in the private sector represent the internal lines of defense. Often we see government and big companies trying to bundle smaller companies, which are a main source of innovation.

Private entities have a stake in cybersecurity. In the United States, the economy is run by small businesses with lateral and vertical networks. Some cases, such as Maryland National Cybersecurity Center, are built around big companies, with huge US investment ($13 bn). When that is the case, should it remain only big companies?

Collaboration for Talent

Partnership is needed not only for capital markets, even at the State level, or for public safety, but also for collaboration around the talent pool and for capturing the gains of innovative initiatives enabled by public-private partnerships. Small companies often are the source of solutions (notably authentication of identity). All things considered, some question whether the U.S. is retaining its leadership in the area of Internet security.

Hidden Vulnerability

One of the core principles of war is to disrupt the communication system of the adversary. The map of undersea cables shows pathways of potential vulnerability. Why have these not been disrupted? Is there a record of disruption incidents driven by intent? There is no tabulation of exploit events and the like. The federal government will probably mandate disclosure of incidents.
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Alternate Features – Complexity, Contention, Collaboration

Moderator

Michael Sulmeyer, Senior Policy Advisor, Office of the Deputy Assistant Secretary of Defense for Cyber Policy

Presentations

The Future of Cyberspace
David Clark, Senior Research Scientist, Computer Science and Artificial Laboratory (CSAIL), MIT

The Future of Cyber Security
Herbert S. Lin, Chief Scientist, Computer Science and Telecommunications Board, National Research Council of the National Academies

The Future of Cyber Governance
Nazli Choucri, Professor of Political Science, MIT; Principal Investigator, ECIR.

Throughout this Workshop we have come across enclaves in virtual relationships and trust. These are foundational. We have also identified components of governance that must be clarified. In many ways the elements are already in place, but there remain many “gaps in governance” – most significant of all are those related to the future of the political economy of Internet markets.
The Internet is technically defined, as a medium, at the packet carrier level. Conversely, when the users say “Internet” they mean the whole package -- including the application layer -- whereas the true technical specification of “Internet” only includes the packet carrier level. As a result Internet layer accountability is a bad idea.

Among the key design assumptions in the early stages of the Internet were that (a) you can separate people you trust and want to talk to from (b) people you don’t trust and don’t want to talk to.

Currently, there is a social engineering of the collective information of trust: Computer scientists are not the best people to engineer social interactions. From a computer science perspective, the long-term answer to network confidentiality has been encryption. It seems what we are really talking about is the further management of trust and confidence - the social engineering of trust – which ironically has to be a social experience because that is the way society creates trust.

On the other hand, we would like to have a secure and safe application level. But we cannot force application developers to do that. There must be an application level improvement of the user experience, while the private sector wants to make money. These two objectives are not necessarily the same thing. It is a choice to let only the private sector build applications.

The consumer is facing an Internet Protocol (IP) network that is not the Internet. Critical applications cannot migrate to other machines operating at an equal with the same type of network but not connected to the Internet. (A case in point is Comcast IP phones).
Nowadays, the Internet is causing globalization and cosmopolitanism at a reasonable rate. Different people use different applications. We have to accept the fact of diversity of these experiences and the fact that people’s sense of the internet experience will differ from person to person.

The Future of Cyber Security
Herbert S. Lin

Cybersecurity is an important issue but policy makers have not been involved in designing new policies. In many ways they react not initiate.

How can we use cyber forces to promote cybersecurity? Is it possible? If there is a critical issue, the question will be: “will they believe me in the hotline?”

Will security in the edge be resolved? How will market forces promote cybersecurity? Has it failed? Can they be manipulated?

Will there be a catastrophe? That would mean rapid action – an environment of “Russian panic”.

The whole point of a cyber operation is to exercise deception – what are the implications? What about offensive operations?

We know that passive defense plus law enforcement is seemingly insufficient. Intrusions to prepare you to handle harm. How does governance shape up to address these issues?

The Future of Cyber Governance
Nazli Choucri
The State

The State is a late comer to the cyber system. It does not fully understand all of the technical and policy complexities. But it will not withdraw from that arena. At the same time, the state is State is “hostage” to private sector decisions made early on. In general, the state is equilibrium-seeking in its mechanisms for managing and coordinating activities.

With the usual exceptions, states invite the participation of their constituencies in rule-making. Invariably states also seek a high degree of legitimacy. Under these conditions, the state is not very likely to involve use of force. But it will expand possibilities for improving its position or responding to intrusions. Already we see major states framing strategies for cross-domain responses, that is, responding to cyber intrusions with physical, diplomatic, force, or other traditional modes of activity.

The State is not the only entity with the capability or legitimacy to make demands for governance of the cyber domain or for the form of governance. Other entities are organized and mobilized to make demands and support their claims and interests.

Accountability

There is ambiguity about accountability. The very notion of governance implies some level of accountability, the specific type of which remains unclear. There is a two way relationship between those that govern and those that are governed. There are incentives, inducements, leverages, and penalties. However, the governed and those that govern can each be very diverse. The management of diversity is a major challenge of governance.

System-in-Place
The future of governance requires a basis for legitimacy and a mechanism for enforcement. The nuclear precedent provides some but limited insight. First, the nuclear case was about states dealing with states. Second, the number of states was relatively small; and third there is a serious scalability problem.

When all is said and done, the CERT system-in-place provides a major opportunity for connecting points-of-governance, where the points are located in different countries, and all are linked by some broad, agreed upon principles. But it is an under developed system. Nonetheless it is legitimate and in place.

The challenge is to reinforce the connections or linkages so as to create a more robust system-of-CERTS – a network of governance focused on metrics, measurement of cyber threats, to security. It highlights the critical features of cyberspace, namely demassification and deterritorialization, with particular emphasis on extending the potentials for security and sustainability.
Fourth ECIR Workshop

This Workshop contributes to the core goals of the ECIR research program. The program seeks to develop an approach to international relations -- with theory, data, and methods -- responsive to the cyber realities of the 21st century. Its vision is to understand the mutual and reciprocal interconnections of the cyber and the international relations domains, and create a body of knowledge that is theory-driven, empirically sound, and technically anchored such that it:

- clarifies threats and opportunities in cyberspace for national security, welfare, and influence;
- provides analytical tools for understanding and managing transformation and change; and
- attracts and educates a new generation of researchers, scholars, and analysts.

A related objective is to provide the U.S. government with useful tools and insights into the emergent complexity of the new realities. These realities are increasingly shaped by the interdependence between the physical world and the cyber domain.

ECIR Research Themes

The research design is modular in its investigations of the cyberspace-international relations connections. It consists of a set of substantive issues with special attention to powerful cross-cutting factors, that is, concerns that cut across all substantive issues examined. Each theme is designed to highlight a “piece” of a complex “whole.” Jointly they are intended to improve our understanding of the reciprocal relationship between traditional international relations and the new domain of cyberspace.

Core themes of research are the following:

1. Framework and Foundations for Theory

   Constructing overarching frame and tools for analyzing interactions among the cyber and the kinetic arenas, and for clarifying how the “pieces” generate a view of the “whole”.

2. Cyber Power and Cyber Security: Control Point Analysis

   Exploring features of power and control, sources, and consequences of threats to security, and impacts of communication and social media on power relations.

3. Cyber Governance: Disciplined Behavior
Mapping and analyzing diverse modes of *private and public authority* in management of the cyber domain, emergent cyber norms, and *resilient mechanism design*.

4. **Alternative Futures: Contingent Developments**

Designing potential futures for cyberspace and international relations, with the underlying structure and processes.

**Cross-Cutting Themes**

In addition to relevance for the U.S. Department of Defense, two issues serve as cross-cutting themes:

- **Conflict and cooperation** - Highlighting *behavior-propensities* toward conflict, cooperation or a mix
- **Strategy and policy** - Exploring policy *response* i.e. actions to support goals

The remainder of this Report reflects different aspects of these overall initiatives.

The Poster Session shows the MIT-Harvard activities as well as those of a broader range of researchers. In many ways, this session points to some important future imperatives for research. These, along with the results covered in the List of Publications are also part of this Report and illustrate the scale and scope of ECIR research to date.
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**International Conflicts in Cyberspace**  
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**The Meaning of the Cyber Revolution: Perils to Theory and Statecraft**  
Lucas Kello, Postdoctoral Research Fellow, Harvard Kennedy School  
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**Mental Models in the Cyber Domain**  
James Houghton, Research Associate, MIT Sloan School  
Michael Siegel, MIT Center for Digital Business
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   Arash Nourian, MIT Sloan School of Management

Strategic Level Assessment of Cyber Vulnerability Organizational and Global
   Kathleen M. Carley, Ph.D., Carnegie Mellon University
   Research Affiliation: Carnegie Mellon, Center for Computational Analysis of Social
   and Organizational Systems (CASOS)
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   Jean-François Mascari, National Research Council, Italy
   in collaboration with Nazli Choucri, Political Science, MIT
   *Global System for Sustainable Development (see gssd.mit.edu)

What Do We Know about Cyber Conflict? Scope, Impact, and restraint in Cyberspace
   Brandon Valeriano, University of Glasgow
   Ryan C. Maness, University of Illinois at Chicago

Who Controls Anonymity?: Control Point Analysis of The Onion Routing Anonymity
   Network (TOR)
   Mina Rady, MIT AffiliateResearch Group: Political Science, MIT
   Supervisor: Dr. Nazli Choucri
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